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Prolite — Hai guys! Di era digital yang semakin maju ini, kita
sering banget kan berbagi informasi tentang diri kita secara
online?

Mulai dari posting foto liburan di Instagram sampe update
status di Facebook atau tweet di X tentang rencana
perjalanan.

Tapi, tahukah kamu bahwa ada beberapa info yang sebaiknya kita
simpan sendiri untuk menjaga keamanan dan privasi? Yuk, kita
bahas bersama-sama di artikel ini!

6 Informasi Penting yang Wajib Kita
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Simpan Demi Keamanan Diri

1. NIP (Nomor Identitas Pribadi)

[(x]

Ilustrasi pria yang mengisi formulir data diri — Freepik

Nomor KTP, SIM, atau paspor, lebih baik disimpan rapat-rapat.
Karena bisa dimanfaatin buat bikin akun palsu atau tindakan
penipuan.

2. Keuangan
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Ilustrasi rincian keuangan — Freepik

Nomor rekening bank, kartu kredit, atau info pembayaran
online, harus dijaga banget. Kalo sampe bocor, bisa jadi
korban pencurian identitas atau penipuan duit.

3. Lokasli Real-time
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Ilustrasi share-location di smartphone — Freepik

Nah, sharing lokasi di media sosial bisa bikin kita rawan,
nih. Orang jahat bisa aja kepoin gerak-gerik kita. Jadi lebih
baik atur privasi dengan baik.

4. Rencana Perjalanan
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Ilustrasi merancang perjalanan — Freepik

Kalo mau share rencana liburan atau perjalanan, mendingan
nggak usah terlalu detail banget. Biar aman dari tindakan
kejahatan misalnya perampokan.



5. Info Pribadi Tentang Anak-anak

[x]
Ilustrasi anak-anak yang tersenyum — Freepik

Nah, untuk yang punya anak, info pribadi mereka juga harus
dijaga banget. Jangan sampe asal share nama sekolah atau
tempat main. Karena bisa membahayakan mereka.

6. Info Medis
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Ilustrasi pasien yang konsultasi dengan dokter — Freepik

Riwayat penyakit atau kondisi medis yang sensitif, lebih baik
disimpan rapat-rapat. Karena bisa jadi ada yang
menyalahgunakan atau memanfaatkan info itu buat hal-hal yang
nggak baik.

=]
Ilustrasi peretas — Freepik

Nah guys, beberapa informasi yang sebaiknya kita jaga dengan
baik agar tetap aman dan terlindungi di dunia maya.

Dengan menjaga privasi kita, kita bisa mengurangi resiko
menjadi korban penipuan, pencurian identitas, atau kejahatan
lainnya yang tidak kita inginkan.

Jadi, mulai sekarang, yuk kita lebih bijak lagi dalam berbagi
informasi online! Stay safe, stay smart! []]
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Prolite — Periksa akun Gmail kamu, mungkin kamu mendapatkan
notifikasi tidak menyenangkan yang datang langsung dari
Google. Modus penipuan kini beragam cara entah dari telfon
maupun sosial media, kini sedang ramai penipuan menggunakan
akun palsu dari Gmail.

Gmail baru saja mengeluarkan peringatan kepada setiap pengguna
akunnya. Pasalnya penipu akan mengirim pesan ke akun Gmail
kamu dengan memberitahu bahwa kamu akan mendapatkan hadiah.

Baca Juga : Dapatkan Promo Aplikasi DANA di Alfagift

Bahkan mereka disajikan dengan pesan seolah-olah telah
melakukan pencarian ke-18,25 miliar di Google. Maka dari itu
lansiran tersebut muncul sehubungan dengan penipuan baru yang
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muncul dan menimbulkan ancaman bagi pengguna. Serangan cyber
tersebut menggunakan branding Google dan diawali dengan baris
subjek yang bertuliskan “Online Reward Program”.

Lalu isi pesan berbunyi ““Selamat! Anda adalah pengguna Google
yang beruntung! “Setiap 10 juta pencarian tercapai di seluruh
dunia, kami akan mengumumkan pengguna yang beruntung untuk
mengirimkan hadiah terima kasih. Anda adalah pengguna yang
beruntung!”

Baca Juga : Arqam, Baca Al-Quran Digital Dapat Saldo DANA

Setelah mereka mengirim pesan kepada akun Gmail anda mereka
juga akan meminta anda mengklik tautan tersebut. Namun setelah
anda mengklik tautan tersebut malah mereka yang akan
mendapatkan hadiahnya.

Maka dari itu Google meminta kepada seluruh pengguna untuk
berhati-hati terhadap penipuan ini. Perhatikan baik-baik kotak
masuk dan laporkan jika terjadi hal yang mencurigakan di akun
Google anda. (*/ino)



